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SERVICE TAILORED TO YOUR BUSINESS 

At DAS, we provide a certification service to satisfy your business by: 

 Planning audit dates to suit your business requirements 

 Matching auditor skills to your company, products, processes and services 

 Applying an open-book approach to auditing 

 Identifying the areas within your Information Security Management System that add 
most value to your organisation 

  

Certification with a partnership approach 
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CONTACT US 

Registration House 

22b Church Street 

Rushden 

Northamptonshire 

NN10 9YT 

Telephone 01933 381859 

Email enquiries@dascertification.co.uk 

www.dascertification.co.uk 

  



ISO 27001  

“...it can help minimise your liability, improve business efficiency and achieve cost savings …” 

In today’s knowledge economy, IT systems are crucial to the way in which we conduct 

 business. Few companies could trade without access to electronic information. Therefore, 

the information is an important asset and any breach to its confidentiality, availability and 

integrity will have an immense impact on an organisation’s business standing. Thus, it is 

vital that any systems holding valuable information need to be protected through the use 

of an Information Security Management System (ISMS). 

An effective  ISO 27001 management system can help safeguard site information security, 

achieve customer satisfaction, business efficiency and minimise business losses whilst  

creating a positive  impact on your company image it the business community and with 

prospective clients. 

WHAT IS ISO 27001 STANDARD 

The ISO 27001 is an international standard that outlines demands for an Information  

Security Management System (ISMS). Since organisations are all different an ISMS is always 

tailored to manage the companies specific security needs. 

 

The purpose of ISO IEC 27001 is to help organisations to establish and maintain an ISMS. 

While ISO IEC 27001 say that you must meet all requirements, exactly how you do this is up 

to you and will depend on your businesses objectives, its unique Information Security risks 

and requirements and the needs and expectations of all interested parties. It will also be 

influenced by its inherent complexity and its corporate content. Exactly how you apply the 

standard will depend upon your organisations structure, its legal, regulatory , and  

contractual obligations, and the processes it uses to deliver its products and service. 

BENEFITS OF ISO 27001 STANDARD 

 Ensure compliance with the legal and regulatory requirements. 

 Independently verify that your organisational risks are properly identified, assessed 

and managed, while formalising information security processes, procedures and  

documentation. 

 Continually monitor your organisation’s performance. 

YOUR ROUTE TO CERTIFICATION 

STAGE 1  

AUDIT 
ENQUIRY 

FREE  

ESTIMATE 

STAGE 2  

AUDIT 

SURVEILLANCE 

VISITS 

3-YEARLY  

RE-CERTIFICATION 

CERTIFICATION 

APPROVAL 
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WHY DAS? 

At DAS, we believe in certification with a partnership approach. Building and sustaining a  

positive and supportive relationship with our clients is at the heart of our working  

principle.  

With a team of highly competent system auditors, we provide the confidence that  

organisations are seeking, implementing  framework by taking a systematic approach to  

manage their business process while meeting customer regulatory requirements. 

NEXT STEP 

Following your enquiry and completion of our application form, we will review the information 

and provide you with a free estimate. 

There are no fees until you accept the estimate and return the signed contract that includes the 

conditions for certification. 

We will contact you to start the certification process and agree on dates for the  

Stage 1 Audit. The assigned auditor will contact you to finalise the arrangements. 

 


